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Create DoS Bypass Rule

**Overview**
This guide describes the steps to create a DoS bypass rule in Sophos XG Firewall.

You can create a rule to bypass DoS inspection for traffic of certain protocols between the specified source and destination ports and networks. XG Firewall allows you to bypass DoS rules when the specified source is not a threat to your network. By default, VPN traffic is subjected to DoS inspection.

**Prerequisite**
You must have read-write permissions on the SFOS Admin Console for the relevant features.
**Configuration**

Log in to the SFOS Admin Console.

**Create a DoS Bypass Rule**

- Go to Protect > Intrusion Prevention > DoS & Spoof Protection.
- Under DoS Bypass Rule, click Add.
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- Select IP Family.
- Enter Source IP/Netmask.
- Enter Destination IP/Netmask.
- Select Protocol. Traffic belonging to this protocol between the specified source and destination will be bypassed.
- Enter Source Port.
- Enter Destination Port.

Note: To bypass traffic, enter *.
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Click Save.
Result
You have created a DoS bypass rule.
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